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Abstract 
Information sharing is one of the major issues in cybersecurity nowadays. Although it is essential 
for all players in the cyberspace to get relevant information on the latest threats but giving such 
threat intelligence for others is not as easy as it seems. Obviously, there are national rules and 
regulations that make this difficult, but the lack of trust between the different entities is also a 
challenge, especially when such data should cross the borders. The Visegrad 4 countries started an 
exemplary cooperation under the name of Central European Cyber Security Platform or CECSP a 
few years ago that can serve as a case study for similar multilateral initiatives. In this paper, we 
present the history of this cooperation, the actual achievements and difficulties in practice. Besides 
the literature review, we also highlight our thoughts of from the practitioners’ approach as we are 
participating in the daily operative collaboration. Based on the findings we propose some steps how 
these countries should go beyond the actual results.
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regional defense platform in Europe, NORDEFCO, founded by the Nordic countries, but it doesn’t 

is needed on the platform’s participan

the countries’ preparedness and organi





’t focus on cooperation
[18] In 2018, there wasn’t any regional exercise, as all countries participated in ENISA’s 

(CEDC), but it couldn’t come alive without the political 



Cybersecurity was first mentioned in this program in a military context: “There will be a need for 

ber security and energy security.”

“Emphasizing the importance of cyber security awareness and strengthening dialogue a

countries.”

this year. V4 countries proposed “discussion include the setting 
cooperation mechanism” in the context of security policy and related to NATO and the Common 

“endeavor to strengthen the V4
[…] cyber security”

countries “
” [12]

the major issues. “



” To reach this goal, 

“Streamlining management of information/cyber security, security risk management;

ning and information sharing in the V4.” 

mentioned principles. In this year, cyber didn’t appear in any other 

The Czech Presidency placed cybersecurity to the operational level. As CECSP’s operational 

Program has the following statement: “

“centres of excellence” ”

“At the strategic level, the CZ V4 PRES wil



communications among CECSP states.” 

Following the previous year’s ap

“

special Police units and national “centres of excellence” that focus on conducting research
” [16]

First of all, due to hybrid threats, cybersecurity is mentioned in a military context again: “

”. This is emphasized with a planned Cyber Workshop between the V4 countries and the 

On the other hand, the operational cooperation is described in more details: “
security, the Presidency’s goal 

current topics of the EU’s agenda, in particular on the



” [13]

The actual Presidency Program also deals with cybersecurity, but it’s not as amb
the previous year. It focuses on cybercrime and the usage of cryptocurrencies: “

”

“

” [10]

–
IRT partners. During this exercise, the players’ technical 



V4 countries’ cybersecurity ecosystem
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