
Abstract 
In the 21st century online services became standard way to handle our affairs every day. The digital 
revolution and usage of smart devices made possible the existence of new type of cybersecurity 
threats. The malware distribution and their impact are constantly changing. The primary goal of 
cybersecurity attacks is catching sensitive data and business benefit. Instead of hobby hacking well 
organized cybercrime groups carry out the most offense. Computer Security Incident Response 
Teams (CSIRTs) must handle security incidents for e-Government information systems 
appropriately. This is extremely important if we want to mitigate the impact of a cybersecurity 
threat. 
 
In this paper, I will examine the available statistical data and reports of Government Incident 
Response Team of Hungary. Analyzing this information will point out what are the new trends of 
threats and malware. This paper also presents the findings gained from processed data. 
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“The threat landscape is continuously changing and security incidents can undermine the trust that 

(ICT).” [1]

This regulation also defines some important generic findings: “Network and information security 

n security issues.” [1]



“At the same time, today’s ICT systems ca

e estimated to cost the global economy €400 billion every year.

pact by compromising services and stopping businesses from working properly.” [2]









control systems (preventing unauthorized access to people’s homes), or monitoring systems (e.g. for 



.side channel attack …)
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the machine’s resources to mine
. It’s a burgeoning menace that can take over web browsers, as well as 



–
“Nemzetközi IT 

Biztonsági Sajtószemle”. It contains news from IT security different fields like a press review and 

We can’t compare the results directly, because ENISA reports are Threat Landscapes, and 





drain on the phone’s (or other 
device’s) battery.
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